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ABSTRACT: The evolution of secure protocols like TLS 1.3 and QUIC, combined with encrypted SNI (ESNI), has 
challenged traditional network security tools reliant on payload inspection. This paper presents a comparative analysis of 
Deep Packet Inspection (DPI) and encrypted traffic fingerprinting techniques such as JA3, JA4, and HASSH for 
application and threat identification. We construct a dataset from a university network that includes normal web traffic, 
encrypted malware, and anonymized command-and-control (C2) sessions. DPI is conducted using Suricata with full SSL 
decryption on permitted segments, while JA3/JA4 fingerprints are collected passively across all traffic. Results indicate 
that fingerprinting detects 22% more encrypted malicious sessions missed by DPI due to lack of decryption or 
unsupported ciphers. DPI, however, provides higher fidelity in detecting payload-based signatures for known malware 
when traffic is decryptable. Fingerprint collision and TLS client library reuse pose challenges to JA3, prompting a 
discussion on enhanced classifiers using TLS extensions and ciphersuite order. The study also explores performance and 
scalability trade-offs, showing that fingerprinting requires 40% less compute and storage than full decryption. We propose 
a hybrid detection strategy where DPI is applied selectively based on fingerprint risk scores. The findings support 
evolving toward fingerprint-assisted detection in high-throughput encrypted environments without compromising on 
performance or privacy. 
 

I. INTRODUCTION 

 

With over 90% of internet traffic now encrypted using protocols like TLS 1.3 and QUIC, traditional Deep Packet 
Inspection (DPI) tools are increasingly constrained in their ability to analyze packet contents. At the same time, encrypted 
SNI (ESNI) and forward secrecy mechanisms limit even metadata visibility, especially in modern browsers and mobile 
applications. This has prompted the rise of alternative detection techniques based on observable characteristics of 
encrypted handshake protocols—most notably TLS fingerprinting approaches like JA3, JA4, and HASSH. 
 

The central challenge addressed in this study is whether DPI, which traditionally requires decrypting packets for 
inspection, still offers meaningful threat detection advantages over encrypted traffic fingerprinting, particularly in 
networks that cannot or should not decrypt content due to privacy, compliance, or architectural constraints. 
 

This paper provides a side-by-side analysis of DPI (using Suricata with SSL inspection) and TLS fingerprinting (using 
JA3, JA4, and HASSH hashes) in a real-world, high-throughput environment. The goal is to evaluate detection coverage, 
resource overhead, scalability, and privacy impact. We conclude by recommending a hybrid approach that uses 
fingerprint-based anomaly scoring to drive selective DPI inspection, balancing visibility with performance and privacy. 

 

II. RELATED WORK 

 

Historically, DPI has been the cornerstone of threat detection, enabling detailed payload signature matching, application 
protocol decoding, and file reconstruction. Tools like Snort and Suricata have matured to support SSL decryption, 
allowing granular control over HTTPS traffic—if certificates and policies permit. However, the migration to TLS 1.3 and 
the increasing use of encrypted DNS, encrypted SNI, and ephemeral keys diminish the effectiveness of DPI unless 
interception is explicitly configured. 
 

To address these blind spots, fingerprinting techniques such as JA3 (which hashes the ClientHello fields of TLS 
connections), JA4 (a broader TCP/TLS handshake classifier), and HASSH (for SSH) have emerged. These allow passive 
identification of applications and threat actors without decrypting traffic. Prior studies (e.g., Edwards et al., 2020) have 
demonstrated moderate success in using these fingerprints for anomaly detection, but challenges persist due to fingerprint 
collisions and client reuse. 
 

Our study extends this line of work by directly comparing DPI and fingerprinting under identical network conditions. 
Unlike prior evaluations, we also examine performance metrics—CPU usage, memory consumption, and storage 
requirements—and provide a hybrid orchestration model for real-time decision making. 
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III. METHODOLOGY 

 

3.1 Data Collection 

• Captured traffic from a university campus backbone (30,000+ endpoints) over a 3-week period. 
• Collected: 

o 12 TB of encrypted traffic 

o 1,400 confirmed malicious sessions (C2, encrypted malware, data exfiltration) 
o 200,000 TLS ClientHello fingerprints via Zeek and JA3/JA4 probes 

3.2 Tooling 

• DPI Engine: Suricata v7.0 with SSL decryption enabled on authorized VLANs using man-in-the-middle (MITM) 
proxy setup with preloaded certs. 

• Fingerprinting Stack: Zeek with JA3/JA4 plugins, along with HASSH for SSH traffic. 
• Labeling: Confirmed threat sessions cross-verified using VirusTotal, Palo Alto WildFire, and sandbox detonations. 
 

3.3 Evaluation Focus 

• Detection Accuracy for malware and C2 traffic 

• False Positives and collision rates for JA3/JA4 

• Throughput and latency 

• CPU/memory usage 

• Storage footprint per tool 
 

3.4 Classification Goals 

• Application type classification (e.g., Dropbox, Signal, Zoom, Tor) 

• Threat identification (e.g., Lokibot over TLS, SSH brute force) 

• Behavior-based anomalies via fingerprint clustering 

 

IV. EXPERIMENTAL SETUP AND EVALUATION CRITERIA 

 

4.1 Network Architecture 

• DPI and fingerprinting engines deployed in parallel on a mirrored SPAN port. 
• SSL decryption restricted to 10% of traffic based on institutional policy (e.g., education sites allowed, 

finance/banking excluded). 
• Fingerprinting run passively on full traffic. 
 

4.2 Infrastructure 

• Dual 64-core Intel Xeon servers (128GB RAM) with 100 Gbps mirrored uplinks. 
• Suricata configured with AF-PACKET and multi-threaded pipelines; Zeek scaled using cluster mode. 
 

4.3 Evaluation Metrics 

• Detection Rate: % of confirmed threats detected by DPI and/or fingerprinting. 
• Unique Identifications: # of unique apps/protocols identified. 
• False Positives: Based on whitelisted enterprise applications misclassified. 
• Resource Overhead: CPU, memory, and disk usage per GB processed. 
• Scalability: Sustained throughput under full load. 
 

4.4 Comparison Baselines 

• DPI alone (Suricata+SSL) 
• Fingerprinting alone (JA3/JA4+HASSH) 
• Hybrid approach (fingerprinting alerts triggering DPI) 
 

V. RESULTS 

 

The comparative analysis between Deep Packet Inspection (DPI) and TLS fingerprinting (JA3/JA4/HASSH) yielded the 
following findings: 
• Detection Accuracy: 

o DPI (with SSL decryption): 84.7% 

http://www.ijarasem.com/
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o JA3/JA4 Fingerprinting: 91.2% (detected 22% more encrypted threats missed by DPI due to cipher 
incompatibility or absent decryption) 

o Combined (hybrid): 95.6% 

 

• Fingerprint Performance: 
o Fingerprint-based detection correctly flagged C2 malware over HTTPS (e.g., Trickbot, Cobalt Strike) even when 

Suricata failed due to incomplete SSL sessions. 
o 11.3% of JA3 hashes were reused across unrelated benign applications, highlighting collision risk. 

 

• Application Classification: 
o DPI was effective for identifying Dropbox and Slack payload signatures. 
o JA3/JA4 excelled in identifying ephemeral apps and Tor circuits using TLS handshake structure. 

 

• Performance Metrics: 
o Fingerprinting required 40% less CPU and 35% less disk I/O than DPI. 
o DPI produced 4x the volume of logs due to packet-level verbosity. 
o Inference latency was 2.3 ms (fingerprinting) vs. 6.9 ms (DPI + decryption). 

 

 

 

Figure 1: Detection Rate Comparison Between DPI and Fingerprinting 

 

VI. DISCUSSION 

 

The results confirm that TLS fingerprinting is increasingly indispensable in encrypted environments, especially where 
decryption is infeasible or non-compliant. The primary advantage lies in scalability and privacy preservation, as no 
user content is exposed. Fingerprinting can identify communication behavior anomalies and known TLS library reuse, 
which often indicates malware reuse across campaigns. 
 

However, fingerprinting lacks payload context—limiting its utility in: 
• Detecting specific file types (e.g., EXEs, PDFs) 
• Deep behavioral signature correlation 

• Post-exploitation forensic analysis 

 

DPI, by contrast, offers rich context but at the cost of visibility gaps, privacy concerns, and hardware resource strain. 
Fingerprint collisions—where benign apps mimic malicious TLS handshakes—remain a problem. We observed overlap 
between commercial VPN clients and malware like Ursnif. Improving fingerprint entropy through TLS extension order, 
SNI length, and cipher list variability may reduce this risk. 
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VII. APPLICATIONS 

 

Based on our findings, several practical applications are supported: 
• Selective DPI Activation: Use fingerprint scores to trigger DPI only on suspicious sessions. 
• Encrypted Threat Hunting: Search JA3 hashes against threat intel (e.g., CISA, Abuse.ch). 
• NOC/SOC Integration: Correlate TLS fingerprints with endpoint logs to reduce investigation time. 
• Zero Trust Enforcement: Block non-approved fingerprints from initiating outbound connections. 
• Behavioral Clustering: Use JA4 fingerprint clustering to surface unknown variants in encrypted tunnels. 

 

VIII. LIMITATIONS AND FUTURE WORK 

 

Limitations: 
• JA3/JA4 Limitations: JA3 ignores server-side characteristics; JA4’s broader scope is still susceptible to evasion. 
• No Visibility into Payloads: DPI still necessary for detecting embedded exploits or scripts. 
• Fingerprint Poisoning: Adversaries may spoof legitimate TLS client libraries to evade detection. 
 

Future Work: 
• Extend fingerprinting to QUIC and TLS 1.3+ESNI. 
• Integrate time-series features (e.g., TLS handshake timing jitter) for behavioral modeling. 
• Develop ML-assisted fingerprint scoring engines. 
• Open-source a fingerprint-to-risk mapping database to automate mitigation policy derivation. 
 

IX. RECOMMENDATIONS 

 

• Deploy Fingerprinting Ubiquitously: Especially in sectors with strict privacy compliance (healthcare, legal, 
education). 

• Use Hybrid Detection: Route suspicious fingerprints to DPI pipelines dynamically. 
• Train Analysts on Fingerprint Interpretation: JA3/JA4 must be operationalized, not just logged. 
• Enable Threat Feed Integration: Regularly update fingerprint feeds from malware analysis sandboxes and open-

source intel. 
• Log with Context: Combine fingerprint hashes with flow metadata (bytes, directionality, app port) for full-layer 

insight. 
 

X. CONCLUSION 

 

As encrypted protocols become the norm, traditional DPI's visibility is significantly impaired. TLS fingerprinting 
techniques like JA3, JA4, and HASSH offer a scalable, privacy-respecting alternative for identifying encrypted threats 
in real time. While not a replacement for DPI, fingerprinting complements it effectively in a hybrid model, enabling 
organizations to balance threat visibility with regulatory compliance and performance efficiency. 
 

This study concludes that next-generation network security strategies must integrate passive fingerprinting with 
intelligent DPI activation, ensuring both coverage and cost-effectiveness in encrypted network environments. 
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